
State of New Mexico
State and Local Cybersecurity Grant Program 

(SLCGP) – Subrecipient Application
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● The U.S. Department of Homeland Security (DHS) is providing funding to address cybersecurity risks and 

threats to information systems of State, Local, and Territorial (SLT) governments.

● The New Mexico Cybersecurity Planning Committee (‘Planning Committee’) conducted a statewide 

Capabilities Assessment to identify cybersecurity gaps within 133 Local & Tribal governments.

● The Planning Committee documented and approved the New Mexico Cybersecurity Plan to strategize an 

approach to address capability gaps found by the Assessment and enhance cybersecurity posture across 

New Mexico.

● The Planning Committee identified and prioritized—and is coordinating with the New Mexico Office of 

Cybersecurity to provide—five (5) cybersecurity projects for eligible subrecipients as statewide services 

to address key capability gaps and maximize return on investment.

State and Local Cybersecurity Grant Program (SLCGP)
Background
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Eligible subrecipients (e.g., counties, cities, towns, K-12 school districts, tribal entities) can apply for one (1) or more of the following 
five (5) cybersecurity projects approved by the New Mexico Cybersecurity Planning Committee:

SLCGP Project Options
Available Projects for Year 1

AVA I L A B L E  P R O J E C T S

Cybersecurity Governance and Planning1

• Assistance with establishing or enhancing cybersecurity governance and implementing or expanding cyber best practices / cyber hygiene

Cybersecurity Risk Assessments2

• Assistance with performing cybersecurity risk assessments to understand cybersecurity posture and identify cyber risks and gaps

Vulnerability and Attack Surface Management3

• Receive services for mitigating cybersecurity risks through deployment and integration of vulnerability and attack surface management capabilities

Cybersecurity Training4

• Obtain basic cybersecurity awareness and phishing training for employees

Cybersecurity Workforce Development Planning5

• Participate in development of a strategic plan and roadmap for assessing and improving cybersecurity workforce capabilities using the Workforce 
Framework for Cybersecurity (NICE Framework)
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Eligible subrecipients implementing the approved SLCGP project(s) will be subject to grant requirements associated with their chosen 
application option. The Planning Committee encourages eligible entities to apply for cybersecurity projects as State-provided services.

SLCGP Subrecipient Requirements
Subrecipient Requirements by Grant Application Option

S U B R E C I P I E N T  R E Q U I R E M E N T S

State-provided Services1

• Implement cybersecurity services and 
capabilities provided by the New 
Mexico Office of Cybersecurity

• Coordinate with the NM Office of 
Cybersecurity to scope and define
project requirements

• Complete, sign, and submit the Local 
Consent Agreement to the New Mexico 
Department of Homeland Security and 
Emergency Services (must be completed 
by an “authorized official”)

Opting Out of State-provided Service(s)2

• Responsible for any SLCGP cost share 
requirements

• Complete Investment Justification (IJ)
and Project Worksheet (PW) to 
implement SLCGP project(s) that meet 
the goals of the NM Cybersecurity Plan*

• Fulfill quarterly programmatic and 
financial reporting and documentation
requirements

• Subject to audit and oversight reviews, 
as required by the grant program

Hybrid Option3

• Fulfill requirements outlined for both
Options 1 and 2

*The NM statewide Cybersecurity Plan is available at: New Mexico Cybersecurity Plan
(https://api.realfile.rtsclients.com/PublicFiles/16569e3bf98c467e95901b46fd511499/6c75dd2a-
2007-4645-8b91-d4c80423048b/Approved_Cybersecurity_Plan.pdf)

https://api.realfile.rtsclients.com/PublicFiles/16569e3bf98c467e95901b46fd511499/cd1bb11c-3e88-4115-85f4-bfffccc858f3/Cybersecurity_Plan_Approval_Letter_and_Plan.pdfew
https://api.realfile.rtsclients.com/PublicFiles/16569e3bf98c467e95901b46fd511499/6c75dd2a-2007-4645-8b91-d4c80423048b/Approved_Cybersecurity_Plan.pdf
https://api.realfile.rtsclients.com/PublicFiles/16569e3bf98c467e95901b46fd511499/6c75dd2a-2007-4645-8b91-d4c80423048b/Approved_Cybersecurity_Plan.pdf
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Subrecipients wishing to participate in the SLCGP may use the following QR codes or URLs:  

Subrecipient Participation
Subrecipient Applications and Additional Information

State-provided 
Service(s) application

For additional information,  you can also email the New Mexico Cybersecurity Planning Committee at:
cybersecurity.planningcommittee@doit.nm.gov

NMDHSEM 
SLCGP website

Opting Out of State-provided 
Service(s) application

(https://nmdhsem.submittable.com/l

ogin?returnUrl=%2Fsubmit%2F285

225%2Fnew-mexico-fy-2022-state-

and-local-cybersecurity-grant-

program-slcgp-grant-appl)

(https://nmdhsem.submittable.com/l

ogin?returnUrl=%2Fsubmit%2F285

226%2Fnew-mexico-fy-2022-state-

and-local-cybersecurity-grant-

program-slcgp-grant-appl)

(https://www.nmdhsem.org/state

-and-local-cybersecurity-grant-

program-slcgp/)

https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
mailto:cybersecurity.planningcommittee@doit.nm.gov
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285225%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://nmdhsem.submittable.com/login?returnUrl=%2Fsubmit%2F285226%2Fnew-mexico-fy-2022-state-and-local-cybersecurity-grant-program-slcgp-grant-appl
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/


NMDHSEM’s SLCGP website



NM DHSEM’s SLCGP website:
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/
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https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/


Provides comprehensive information on the 

SLCGP for potential grant subrecipients in 

New Mexico, including on:

▪ Purpose, objectives, and priorities of 

SLCGP in NM

▪ Eligibility criteria for SLCGP 

subrecipients

▪ Approved FY 2022 SLCGP projects and 

application options

▪ Grant application instructions

▪ Additional requirements for applications 

for direct funding assistance (“Opting Out 

of State-provided service(s)”)

Required to be 

completed, signed, 

and submitted by 

subrecipients that 

choose to apply for 

one or more State-

provided projects 

(“State-provided 

service(s)”)

Required to be completed and submitted by 

subrecipients that choose to request 

subaward for independently performing one 

or more SLCGP projects (i.e., “Opting Out 

of State-provided service(s)”)

NM DHSEM’s SLCGP website:
https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/ (cont’d)

Federal notice of grant funding opportunity for 

the entire FY 2022 SLCGP and all ‘eligible 

entities’ (i.e., states and territories) and eligible 

grant subrecipients (i.e., local governments)
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https://www.nmdhsem.org/state-and-local-cybersecurity-grant-program-slcgp/


Link to begin grant application process for 

one or more SLCGP projects as “State-

provided service(s)” 

Link to begin grant application process to 

request subaward for independently 

performing one or more SLCGP projects (i.e., 

“Opting Out of State-provided service(s)”)

Utilize both grant application links if applying for one 

or more SLCGP projects as a “State-provided 

service(s)” AND requesting a subaward to 

independently perform one or more SLCGP projects 

(i.e., “Opting Out of State-provided service(s)”)

*An applicant should NOT apply for the same 

project(s) as both a “State-provided service” and as a 

subaward to perform that same project(s) on its own

9



“State-provided service(s)” 
grant application steps



First section of grant 

application form requires 

various information about 

applicant organization

1 2

Red, bold asterisk (*) 

indicates a required field

An important field for the SLCGP as a 

minimum of 25% of total grant funding 

must benefit rural jurisdictions (less 

than 50,000 in total population)

11



3 4

Additional, non-

mandatory fields for 

capturing organizational 

information

Non-mandatory fields 

for capturing 

information about the 

organization’s IT & OT 

environments

12



5Section of application for selecting 

State-provided service(s) for which an 

organization would like to participate
Select one or more State-provided, FY 

2022 SLCGP cybersecurity project(s) by 

clicking on the associated checkbox(es)

Upload field (including “drag and 

drop” functionality) for uploading 

completed and signed Local 

Consent Agreement form

Link to access and download fillable 

Local Consent Agreement .pdf form

[Information on the Local Consent 

Agreement form is also provided in 

the next slide]

Checkbox indicating 

acknowledgement that there is 

no guarantee the organization 

will receive the services or 

resources requested

Buttons for saving your draft application OR

submitting your final application, once complete 13



Available at:
https://www.nmdhsem.org/wp-content/uploads/2024/02/New-
Mexico-Local-Consent-Form_15Nov2023.pdf

Select one or more State-

provided, FY 2022 SLCGP 

cybersecurity project(s) by clicking 

on the associated checkbox(es)

It’s important that the “Authorized Official” for the 

applicant organization sign and date the 

completed Local Consent Agreement form

*A digital signature may be used to sign this form

14

https://www.nmdhsem.org/wp-content/uploads/2024/02/New-Mexico-Local-Consent-Form_15Nov2023.pdf
https://www.nmdhsem.org/wp-content/uploads/2024/02/New-Mexico-Local-Consent-Form_15Nov2023.pdf


“Opting Out of State-provided service(s)”
grant application steps



The process starts with an applicant organization 

finding and leveraging its Employer Identification 

Number (EIN) or Unique Entity Identifier (UEI)

*Applicant organizations must have both an EIN 

and a UEI to receive an SLCGP grant subaward

1

16



2 3

Verify that organization name matches the 

EIN or UEI supplied in the previous screen

*Can change organization, as necessary

Red, bold asterisk (*) 

indicates a required field 

A link is provided to 

an IRS website for 

obtaining an EIN if an 

organization does not 

already have an EIN

A link is provided to a GSA website 

(SAM.gov) for registering for a UEI if an 

organization does not already have a UEI

A DHSEM email 

address is provided for 

obtaining a SHARE 

vendor number if an 

organization does not 

already have a SHARE 

vendor number

If an organization 

has a negotiated 

indirect cost rate, it 

may be able to use 

a percentage of its 

subaward for 

indirect (e.g., 

admin) costs
An important field for the SLCGP as a 

minimum of 25% of total grant funding 

must benefit rural jurisdictions (less 

than 50,000 in total population)

17



4 5
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6 7

Additional, non-

mandatory fields for 

capturing organizational 

information

Non-mandatory 

fields for capturing 

information about 

the organization’s IT 

& OT environments

19



8 9

Section of application for selecting State-provided service(s) 

for which an organization would like to participate

Select one or more State-

provided, FY 2022 SLCGP 

cybersecurity project(s) by 

clicking on the associated 

checkbox(es) 

URL for the FY 2022 

SLCGP NOFO issued by 

FEMA is provided

*See Appendix C of NOFO

A link is provided 

to the New Mexico 

Cybersecurity Plan

Required project 

management-related 

information

*See link provided above 

to PMBOK Guide to learn 

more about the Project 

Management Lifecycle 

and associated concepts

20



10 Upload field (including “drag and 

drop” functionality) for uploading 

completed Project Worksheet form

Link to access and download fillable 

Project Worksheet .xlsx form

[Information on the Project 

Worksheet (PW) form is also 

provided in the next two slides]

Checkbox indicating acknowledgement 

that an organization that opts out of State-

provided service(s) and chooses to 

implement one or more FY 2022 SLCGP 

projects on its own is responsible for any 

cost share requirements, as well as for 

required quarterly project performance 

and financial reporting to NMDHSEM

Buttons for saving your draft application OR

submitting your final application, once complete

Checkbox indicating 

acknowledgement that 

there is no guarantee the 

organization will receive the 

resources requested

21



Project Worksheet – Tab 1 (Organization & POC Info. and Guidance)

22

Available at:
https://www.nmdhsem.org/wp-content/uploads/2024/02/New-Mexico-FY-2022-
SLCGP-Sub-Recipient-Project-Worksheet-template_15Dec2023.xlsx

https://www.nmdhsem.org/wp-content/uploads/2024/02/New-Mexico-FY-2022-SLCGP-Sub-Recipient-Project-Worksheet-template_15Dec2023.xlsx
https://www.nmdhsem.org/wp-content/uploads/2024/02/New-Mexico-FY-2022-SLCGP-Sub-Recipient-Project-Worksheet-template_15Dec2023.xlsx


Project Worksheet – Tabs 2 & 3 (Project-specific information)
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Tab 2:

Tab 3:



Required Quarterly Reporting for SLCGP Subrecipients
● An organization that opts out of a State-provided project(s) and receives an SLCGP 

subaward to implement one or more projects on its own will be required to submit quarterly 
performance and financial reports to the New Mexico Department of Homeland Security & 
Emergency Management (NMDHSEM)

● Quarterly Performance Reports (QPR) may include:
○ Brief narrative of overall project(s) status

○ Summary of project expenditures

○ Description of any potential issues that may affect project completion

○ Metrics data collected for NMDHSEM performance measures

● Quarterly Financial Reports (QFR) may include information on:
○ Cash receipts and cash disbursements

○ Total federal funds authorized, federal share of expenditures, federal share of unliquidated obligations, and 
unobligated balance of federal funds

○ Any subrecipient share required, subrecipient share of expenditures, and remaining recipient share to be 
provided

○ Any indirect expenses

● QPRs and QFRs will be due to NMDHSEM by January 15th, April 15th, July 15th, and October 
15th each year.

24



Obtaining an EIN, UEI and/or NM SHARE vendor number 

● Employer Identification Number (EIN)

○ An EIN is required for all SLCGP award subrecipients

○ An organization should visit the IRS’s website to register for an EIN if it does not already have one

○ An EIN can be obtained from the IRS by visiting: https://www.irs.gov/businesses/small-businesses-

self-employed/apply-for-an-employer-identification-number-ein-online

● Unique Entity Identifier (UEI)

○ A UEI is also required for all SLCGP award subrecipients

○ An organization should visit the GSA-managed, SAM.gov website to register for a UEI if it does not already 

have one

○ UEI registration information is available at the following website: https://sam.gov/content/entity-registration

● New Mexico SHARE vendor number

○ A NM SHARE vendor number is also required for all SLCGP award subrecipients

○ If it does not already have one, an organization can obtain a NM SHARE vendor number by emailing the 

NMDHSEM Grants Management Bureau at: dhsem-grantsmanagement@state.nm.us

25

https://www.irs.gov/businesses/small-businesses-self-employed/apply-for-an-employer-identification-number-ein-online
https://www.irs.gov/businesses/small-businesses-self-employed/apply-for-an-employer-identification-number-ein-online
https://sam.gov/content/entity-registration
mailto:dhsem-grantsmanagement@state.nm.us
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